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ATHLETES ONLINE REGISTRATION 

 
Privacy Policy 

 
 

This document contains the rules of, and organizational and technical measures taken by BioTech USA Kft. 

(registered office: HU-2111 Szada, Ipari park út 10.; company registration number: 13 09 173512; tax number: 

25114681-2-44) in connection with the management and protection of personal data which has been given on 

the Athletes Online Registration platform on https://biotechusa.com/ website.  

 
Datas of the Controller  
 
Name: BioTech USA Korlátolt Felelősségű Társaság 
Registered office: HU-2111 Szada, Ipari park út 10. 
Company registration number: 13 09 173512 
Tax number: 25114681-2-44 
Registered at: Budapest Environs Regional Court 
Mail address: HU-1033 Budapest, Kiscsikós köz 11. 
E-mail: info@biotechusa.com   
Phone number: +36 1 453 2716 

 
Datas of the data protection officer   
 
Name: Dr. Béla Nádas  
Mail address: HU-1277 Budapest, Pf. 83. 
E-mail: dpo.btu@dnui.hu     
Phone number: + 36 1 788 3035 

 

Controller shall process the recorded personal data as confidential, in compliance with the data protection 

regulations and international recommendations, in accordance with this Privacy Policy and shall take every 

security, technical and organisational measure to ensure the safety of such data.  

This document developed based on the Act CXII of 2011 on the Right of Informational Self-Determination and 

on Freedom of Information, Act CVIII of 2001 on certain issues of electronic commerce activities and information 

society services, and the Regulation 2016/679 of the European Parliament and of the Council.  

Personal data processed by the Controller are only available to the competent employees of the Controller. 

Processed personal data: name; e-mail; place of birth (country, city); date of birth (year, month, day); 

nationality; address (country, city); spoken language(s); competition results; planned competitions; Facebook, 

Instagram and YouTube page and its follower numbers; motivational goals (optional).  

Purposes of the processing: selection, contact in order to the possible conclusion of the athlete's cooperation 

agreement. 

Legal basis for the processing: your consent to the processing of your personal data. 
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Period of processing: until the withdrawal of consent. Controller uses a security deadline in order to ensure the 

protection of your personal data: 6 months after the date of registration Controller erasures the processed 

personal data.   

 

The storing of personal data, security of data processing: 

The servers of Controller are operated and maintained by a designated company upon any arising issues: 
Mongouse Computer Kft. (registered office: HU-1117 Budapest, Budafoki út 183.).  
The server services that the Controller uses are managed and maintained by a designated company upon any 
arising issues: JLM PowerLine Kft. (registered office: HU-2111 Szada, Ipari park út 12-14.). 
 
Taking into account the state of the art, the cost of implementation and the nature, scope, context and purposes 
of processing as well as the risks of varying likelihood and severity for rights and freedoms of natural persons 
posed by the processing, the Controller shall implement appropriate technical and organisational measures, in 
order to protect the rights of data subjects. 
 
The Controller protects the data through appropriate measures, including, but not limited to, unlawful access, 
alterations, transfers, publication, deletion or destruction, as well as accidental destruction, damage and 
inaccessibility resulting from the modification of the applied technology.   
 
The Controller's computer system and network is protected and equipped to deal with computer fraud, 
espionage, sabotage, vandalism, fire and flood, as well as computer viruses, hacking and attacks leading to 
service paralysis. The Controller provides security for software and applications. 
 
Electronic messages sent over the Internet, regardless of the protocol (e-mail, web, ftp, etc.) are vulnerable to 
cyber threats that target illegal activities, breach of contract or discoveries or changes in data. To avoid these 
cyber threats, the Controller takes all precautions and possible preventive measures. Controller monitors the 
systems to be able to record any security deficiencies and to provide evidence in the event of an intrusion. In 
addition, the monitoring of the system makes it possible to check the effectiveness of the preventive measures. 

The Controller records any potential data protection incidents, indicating the facts and effects of each incident 

and the corrective actions taken. 

Rights of the data subject:  

You have the right to withdraw your consent at any time. The withdrawal of consent shall not affect the 

lawfulness of processing based on consent before its withdrawal.  

You can request free information on the details of the processing of your personal data, as well as the 

correction, deletion, limitation of your data. Requests can be made to the contacts described above. The 

Controller, without undue delay but in any case within one month from the receipt of the request, informs about 

the measures taken following the request. 

If you believe that the processing of your personal data violates the legal requirements for data protection, you 

have the right to bring the Controller to justice or file a complaint with the supervisory authority (Hungarian 

National Authority for Data Protection and Freedom of Information, HU-1125 Budapest, Szilágyi Erzsébet fasor 

22/C., HU-1530 Budapest, Pf.: 5., +36 1 391-1400, privacy@naih.hu. 

 

 


